
Website: cst.aziksa.com  |    Phone: 408-647-3010 |   Email: sales@aziksa.com 

 

 

 
Aziksa Security Awareness Training specializes in helping employees understand the mechanisms of 
spam, phishing, spear-phishing, malware and social engineering and are able to apply this knowledge 
in their day-to-day job.  

 
A phishing simulation program (also commonly referred to as “self-phishing” or phishing assessment 
program) is a customizable awareness program. This highly effective training program allows 

organizations to simulate phishing e-mails, help identify which end users are more susceptible to such 
targeted e-mail attacks, and engage in more focused training opportunities to help users recognize 
phishing attempts. 

Our Approach  
 

 

Baseline Testing 

We provide baseline testing to assess the Phish-prone percentage of 

your users through a customized simulated phishing attack.  

 
Train Your Users 

On-demand, interactive, engaging training, demos and new scenario-

based exercises. 

 

Phish Your Users 
Fully automated simulated phishing attacks, custom templates 

with unlimited usage. 

 

See the Results 

Enterprise-strength reporting, showing stats and graphs for both 

training and phishing, ready for management. Show the great ROI! 

 

Training Modules 
 
Data Protection, Insider Treats, Malicious Links, Malware, Mobile Devices, Passwords, Physical Security, 
Security Outside the Office, Social Networking, Social Engineering, Spear Phishing, Surfing the Web 

 
Program Features 
 
Training Campaigns - When it comes to rolling out training for your users, the Aziksa Learning platform 

does the heavy lifting for you, saving you the hassle associated with setup and chasing down users to 
complete their training. 
 
Custom Phishing Templates - A “Template” is the content of the emails that are sent to targets. They can 
be imported from an existing email, or created from scratch.  

 
Custom Landing Pages - Each Phishing Email Template can also have its own Custom Landing Page, which 
allows for point-of-failure education and landing pages that specifically phish for sensitive information. 

 
Simulated Attachments - Your Customized Phishing Templates can also include simulated attachments, 
giving insight into which users are susceptible to opening malicious files. 
 
Detailed Reporting - You'll see reporting for phishing campaigns as well as a general overview of your last 
few campaigns, and you can drill-down into one-time and recurring campaigns for more detail. 

  

The Aziksa Cyber Security Training System is for you! 
Looking for a Solution That Really Makes a Difference?  



 
 

Website: cst.aziksa.com | Phone: 408-647-3010   |   Email: sales@aziksa.com                               2 

 

Online Security Courses 
 

  
CompTIA IT Certification Training 

 

CompTIA 220-801 or JK0-801: CompTIA A+ Essentials Course Duration: 13 hrs 00 mins 

CompTIA 220-802 or JK0-802: CompTIA A+ Practical 

Application 
Course Duration: 13 hrs 00 mins 

CompTIA Advanced Security Practitioner (CASP) Course Duration: 19 hrs 0 mins 

CompTIA CV0-001: CompTIA Cloud + Course Duration: 9 hrs 52 min 

CompTIA LX0-101 & LX0-102: CompTIA Linux+ Course Duration: 16 hrs 35 mins 

CompTIA Mobility+ Course Duration: 8 hrs 25 mins 

CompTIA N10-005: CompTIA Network+ Course Duration: 20 hrs 20 mins 

CompTIA N10-006: CompTIA Network+ Course Duration: 25 hrs. 6 mins. 

CompTIA Security+ Course Duration: 11 hrs 2 mins 

CompTIA SY0-401 & JK0-018: CompTIA Security + Course Duration: 8 hrs. 27 mins. 

Unix Administration Basics Course Duration: 14 hrs 15 mins 

Cloud Computing Training 
 

Cloud Computing Security Knowledge CCSK Course Duration: 9 hrs 25 mins 

CompTIA Cloud Overview Course Duration: 7 hrs 19 mins 

EXIN Cloud Computing Course Duration: 8 hrs 1 min 

Cyber Security Forensics 
 

CEH Certified Ethical Hacker Course Duration: 12 hrs 28 mins 

CHFI Computer Hacking Forensic Investigator Course Duration: 18 hrs 43 mins 

IT Cyber Security 
 

CISA Certified Information Systems Auditor  Course Duration: 12 hrs 48 mins 

CISM Certified Information Security Manager Course Duration: 12 hrs 38 mins 

CISSP Certified Information Systems Security Pro Course Duration: 20 hrs 36 mins 

Computer Hacking Prevention N/A 

 

 100% Template Customization 

 Easy to Deploy, Track, and Manage 

 Testing and Certifications 

 Mobile ready Course Content 

 Real World Simulations 

 Above and Beyond Support 

 Online Content, Quizzes, and Exams 

 Annual Content Updates 
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Sample Customers 

Aziksa as a team have more than 100+ years of experience working with learning 

technologies at companies like HP, Oracle, Intuit, Cisco and Facebook. Here are some of our 

customers. 

 

 

 

 

 

 

 

 

General Information  
 

Company Name – Aziksa Inc. 

Year Incorporated – 2013 

State of Incorporation – Delaware 

Type of Corporation – C 

DUNS – 079546947 

Cage Code – 77XJ5 

Website – http://cst.aziska.com  

 

Contact Information  
 

Name – Santosh Jha 

Address – 940 Stewart Drive #205 

Phone – 408-647-3010 

Email – santosh.jha@aziksa.com 

 

NAICS Codes 

511210 SOFTWARE PUBLISHERS 

541511 CUSTOM COMPUTER PROGRAMMING SERVICES 

541512 COMPUTER SYSTEMS DESIGN SERVICES 

541519 OTHER COMPUTER RELATED SERVICES 

611420 COMPUTER TRAINING 

611430 PROFESSIONAL AND MANAGEMENT DEVELOPMENT TRAINING 

611710 EDUCATIONAL SUPPORT SERVICES  
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